
Safely Navigating PCI 
DSS Validation for the 
SMB Merchant
Understanding how to submit your 
annual compliance status



Understanding PCI 
DSS

• Applicability

• Annually Merchants are required 
to submit their status of PCI DSS 
compliance to their Acquiring 
Bank.

• Assessment:
• Report on Compliance (RoC).
• Self-Assessment 

Questionnaires (SAQ).

• Validation:
• Attestation of Compliance (AoC).



Risk-Based 
Validation

• Validation requirements are driven by:

• Volume of payment card transactions 
per annum.

• Methods of taking card payments.

• High-Volume or High-Risk payment 
operations:

• Assessments conducted by a PCI 
Qualified Security Assessor.

• RoC & AoC.

• Lower-risk or Lower-Risk payment 
operations:

• SAQ & AoC.



Current Changed – Level 2 Merchants

PCI DSS Compliance Validation:Mastercard



PCI DSS 
Compliance 
Validation: 

VISA

• Take the time to see that you’ve met all 
requirements of the PCI Data Security 
Standard (DSS). 

• It’s the best way to confirm cardholder data 
is being safely handled and to expose any 
weaknesses that need to be addressed. 

• Your total Visa transaction volume over a 
12-month period determines your 
merchant level and the necessary 
requirements for validation.



Types of SAQ

1. SAQ A

2. SAQ A-EP

3. SAQ B

4. SAQ B-IP

5. SAQ C-VT

6. SAQ C

7. SAQ P2PE

8. SAQ D Merchant

9. SAQ D Service Provider

Source: https://www.pcisecuritystandards.org/document_library

https://www.pcisecuritystandards.org/documents/PCI-DSS-v3_2_1-SAQ-A.pdf?agreement=true&time=1642536083115
https://www.pcisecuritystandards.org/documents/PCI-DSS-v3_2_1-SAQ-A_EP.pdf?agreement=true&time=1642536083127
https://www.pcisecuritystandards.org/documents/PCI-DSS-v3_2_1-SAQ-B.pdf?agreement=true&time=1642536083137
https://www.pcisecuritystandards.org/documents/PCI-DSS-v3_2_1-SAQ-B_IP.pdf?agreement=true&time=1642536083148
https://www.pcisecuritystandards.org/documents/PCI-DSS-v3_2_1-SAQ-C_VT.pdf?agreement=true&time=1642536083159
https://www.pcisecuritystandards.org/documents/PCI-DSS-v3_2_1-SAQ-C.pdf?agreement=true&time=1642536083169
https://www.pcisecuritystandards.org/documents/PCI-DSS-v3_2_1-SAQ-P2PE-1_1.pdf?agreement=true&time=1642536083178
https://www.pcisecuritystandards.org/documents/PCI-DSS-v3_2_1-SAQ-D_Merchant.pdf?agreement=true&time=1642536083188
https://www.pcisecuritystandards.org/documents/PCI-DSS-v3_2_1-SAQ-D_ServiceProvider.pdf?agreement=true&time=1642536083203
https://www.pcisecuritystandards.org/document_library


SAQ 
Completion 

for 
Merchants

• On VigiOne you create a 
template for any one of the 8 
types of SAQ Merchant and 
the SAQ Service Provider

• Each SAQ generates an 
associated AOC



VigiOne’s 
SAQ tool 

allows you 
complete an 

SAQ



VigiOne’s SAQ 
Tool tracks 
completion & 
produces 
documentation

• Enables completion

• Evidence Upload

• Review by ISA or QSA

• Provides a status report

• Download and print 
documentation



Which SAQ is right for 
you?

• Each SAQ has a differing number of 
applicable controls:

• SAQ A – Fully outsourced.

• Circa 24  security controls.

• SAQ D – Fully in-house.

• Circa 330 security controls.

• Always ensure that you are meeting 
the SAQ Criteria.
• Before You Begin



Which SAQ Guide Tool.

• Based on the guidelines from the PCI SSC the 
tool enables a merchant to determine which 
SAQs may apply


